
The Trevi Group is a world leader in the field of underground engineering and construction (special 
foundations, soil consolidation, recovery of polluted sites, ports, dam consolidation and any other 
specialised technology in the sector). Within this very specific sector, the security of information and data 
acquires fundamental importance both to safeguard the company in terms of “know-how” and to guarantee 
the respect of sensitive and confidential information.
The Trevi Group’s objective is to protect from all threats - internal or external, intentional or accidental - the 
company’s information assets, including information and data relating to clients and suppliers. In order 
to achieve this objective, Trevi Group has identified, through an accurate risk analysis, its strengths and 
weaknesses on which its management system is based with a view to improving performance and data 
security.

The basic requirements that the TREVI Group intends to meet are:
   Protect information from unauthorised access and make it available to authorised persons;
   Ensure the security of premises and physical, logical and organisational equipment for information 

processing in all activities, with particular attention to physical barriers such as gates, turnstiles, etc;
   Ensure that anomalies and incidents impacting the information system and corporate 

security levels are promptly recognised, classified and properly handled through the continuous 
implementation and improvement of prevention, recording and response systems and procedures in 
order to minimise the impact;

   Carefully select and monitor technology and service providers related to the delivery/management 
of systems and services;

   Follow best practices for information security, including specific controls for Cloud services;
   Ensure corporate business continuity and disaster recovery through the application of established 

security and emergency procedures;
   Ensuring that staff receive adequate training and updating on information security.

With this in mind, Trevi Group is committed to taking an active role in promoting and guiding 
all activities that have an influence on Information Security, through the dissemination at all 
levels of the concepts outlined above, and the review and continuous updating of this policy 
and its objectives.
All Trevi Group companies, and partners under its operational control, have to manage 
information security aspects in line with this policy.
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